Conect to AJAX16 over SSH tunel

on Windows:

1) Download and install PUTTY https://www.putty.org/

2) Run PUTTY

3) Click on “+” by the SSH settings

4) Click on “Tunnels™and fill:

Source port:22345

Definition:195.113.31.31:3389
and Click on “Add” button
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Basic options for your PUTTY session
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5) Click on “SSH”
and check “Enable co
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https://www.putty.org/

6) Move the slider up to “Session” options, fill:
Hostname (or IP adress): hill2.karlin.mff.cuni.cz
Saved Sessions: HILL — AJAX
and Click on “Save” button
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Basic options for your PUTTY session

Specify the destination you want to connect to

Host Name {or IP address) Port
[ill2 kel mff.curi.cz | [22 |
Connection type:

(O Raw (O Telnet (O Rlogin @ SSH (D) Serial

Load, save or delete a stored session
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7) Next — click to “Open” button, accept adding of hill2 “fingerprint” and login to hill2 (the

PUTTY Security Alert X

@ hill2. karlin.mff.cunicz - PuTTY
The server's host key is not cached in the registry. You
| have no guarantee that the server is the computer you
think it is.
The server's ssh-ed255139 key fingerprint is:
s5sh-ed25519 255 Sccficl:2b:2e:43:d8:11f7:0a:f5:a3: chida 1 c9d
If you trust this host, hit Yes to add the key to
PuTT¥'s cache and carry on connecting.
If you want to carry on connecting just once, without
adding the key to the cache, hit No.
If you do not trust this host, hit Cancel to abandon the
connection.
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same username/password as for e-mail ***@karlin.mff.cuni.cz

8) The steps 1-7 prepared “Tunnel” for Remote desktop, now you can run Application “Remote

desktop” and as a remote machine fill: 127.0.0.1:22345

9) Enough for next remote login is:
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Run Putty, doubleclick on HILL — AJAX, login to hill2 and by “Remote desktop” connect to

127.0.0.1:22345
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